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Description

The search for an error that occurred in a program is often times more time-consuming than the actual repair.
Automated fault localization attempts to locate the source of the bug automatically with or without the sup-
port of the developer. Apart from the widely used spectrum-based fault localization (SBFL) which has been
extensively studied and improved over the years, mutation-based fault localization (MBFL) has been proposed
in [3]. In MBFL, the mutation of program statements allows for conclusions about the mutated statements
being correct or faulty based on the results of executed test cases. In addition to both techniques applied by
themselves, combinations of SBFL and MBFL have been proposed in [2, 1], for example.

The student should examine and discuss existing approaches to combine MBFL and SBFL techniques.
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